
Privacy Policy  

 

Effective date: January 2021 

 

Ventura Travel Service ("us", "we", or "our") operates the https://venturatravel.wpengine.com/ website 

(the "Service"). 

 

This page informs you of our policies regarding the collection, use, and disclosure of personal data 

when you use our Service and the choices you have associated with that data. This Privacy Policy for 

Ventura Travel Service is powered by FreePrivacyPolicy.com. 

 

We use your data to provide and improve the Service. By using the Service, you agree to the collection 

and use of information in accordance with this policy. Unless otherwise defined in this Privacy Policy, 

terms used in this Privacy Policy have the same meanings as in our Terms and Conditions, accessible 

from https://venturatravel.wpengine.com/. 

 

INFORMATION COLLECTION AND USE 

 

We collect several different types of information for various purposes to provide and improve our Service 

to you. 

 

TYPES OF DATA COLLECTED 

 

PERSONAL DATA 

While using our Service, we may ask you to provide us with certain personally identifiable information 

that can be used to contact or identify you ("Personal Data"). Personally identifiable information may 

include, but is not limited to: 

 

• Email address 

• First name and last name 

• Phone number 

• Address, State, Province, ZIP/Postal code, City 

• Cookies and Usage Data 

 

Our website collects information that identifies, relates to, describes, references is capable of being 

associated with, or could reasonably be linked, directly or indirectly, with a particular consumer or device 

("personal information"). In particular, our website has collected the following categories of personal 

information from its consumers within the last twelve (12) months: 

https://www.freeprivacypolicy.com/free-privacy-policy-generator.php
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CATEGORY EXAMPLES COLLECTED 

A. Identifiers. 

A real name, alias, postal address, unique 

personal identifier, online identifier, Internet 

Protocol address, email address, account name, 

Social Security number, driver's license number, 

passport number, or other similar identifiers. YES 

B. Personal information 

categories listed in the 

California Customer 

Records statute (Cal. Civ. 

Code § 1798.80(e)). 

A name, signature, Social Security number, 

physical characteristics or description, address, 

telephone number, passport number, driver's 

license or state identification card number, 

insurance policy number, education, employment, 

employment history, bank account number, credit 

card number, debit card number, or any other 

financial information, medical information, or 

health insurance information. 

Some personal information included in this 

category may overlap with other categories. YES 

C. Protected classification 

characteristics under 

California or federal law. 

Age (40 years or older), race, color, ancestry, 

national origin, citizenship, religion or creed, 

marital status, medical condition, physical or 

mental disability, sex (including gender, gender 

identity, gender expression, pregnancy or 

childbirth and related medical conditions), sexual 

orientation, veteran or military status, genetic 

information (including familial genetic 

information). NO 

D. Commercial 

information. 

Records of personal property, products or 

services purchased, obtained, or considered, or 

other purchasing or consuming histories or 

tendencies. YES 

E. Biometric information. 

Genetic, physiological, behavioral, and biological 

characteristics, or activity patterns used to extract 

a template or other identifier or identifying NO 



information, such as fingerprints, faceprints, and 

voiceprints, iris or retina scans, keystroke, gait, or 

other physical patterns, and sleep, health, or 

exercise data. 

F. Internet or other similar 

network activity. 

Browsing history, search history, information on a 

consumer's interaction with a website, application, 

or advertisement. YES 

G. Geolocation data. Physical location or movements. YES 

H. Sensory data. 

Audio, electronic, visual, thermal, olfactory, or 

similar information. NO 

I. Professional or 

employment-related 

information. 

Current or past job history or performance 

evaluations. NO 

J. Non-public education 

information (per the Family 

Educational Rights and 

Privacy Act (20 U.S.C. 

Section 1232g, 34 C.F.R. 

Part 99)). 

Education records directly related to a student 

maintained by an educational institution or party 

acting on its behalf, such as grades, transcripts, 

class lists, student schedules, student 

identification codes, student financial information, 

or student disciplinary records. NO 

K. Inferences drawn from 

other personal 

information. 

Profile reflecting a person's preferences, 

characteristics, psychological trends, 

predispositions, behavior, attitudes, intelligence, 

abilities, and aptitudes. NO 

USAGE DATA 

We may also collect information how the Service is accessed and used ("Usage Data"). This Usage 

Data may include information such as your computer's Internet Protocol address (e.g. IP address), 

browser type, browser version, the pages of our Service that you visit, the time and date of your visit, 

the time spent on those pages, unique device identifiers and other diagnostic data. 

 

TRACKING & COOKIES DATA 

We use cookies and similar tracking technologies to track the activity on our Service and hold certain 

information. 

 



Cookies are files with small amount of data which may include an anonymous unique identifier. Cookies 

are sent to your browser from a website and stored on your device. Tracking technologies also used 

are beacons, tags, and scripts to collect and track information and to improve and analyze our Service. 

You can instruct your browser to refuse all cookies or to indicate when a cookie is being sent. However, 

if you do not accept cookies, you may not be able to use some portions of our Service. 

 

Examples of Cookies we use: 

• Session Cookies. We use Session Cookies to operate our Service. 

• Preference Cookies. We use Preference Cookies to remember your preferences and various 

settings. 

• Security Cookies. We use Security Cookies for security purposes. 

 

USE OF DATA 

 

Ventura Travel Service uses the collected data for various purposes: 

• To provide and maintain the Service 

• To notify you about changes to our Service 

• To allow you to participate in interactive features of our Service when you choose to do so. 

• To provide customer care and support 

• To provide analysis or valuable information so that we can improve the Service 

• To monitor the usage of the Service 

• To detect, prevent and address technical issues 

 

TRANSFER OF DATA 

 

Your information, including Personal Data, may be transferred to - and maintained on - computers 

located outside of your state, province, country or other governmental jurisdiction where the data 

protection laws may differ than those from your jurisdiction. 

 

If you are located outside United States and choose to provide information to us, please note that we 

transfer the data, including Personal Data, to United States and process it there. 

 

Your consent to this Privacy Policy followed by your submission of such information represents your 

agreement to that transfer. 

 

Ventura Travel Service will take all steps reasonably necessary to ensure that your data is treated 

securely and in accordance with this Privacy Policy and no transfer of your Personal Data will take place 

to an organization or a country unless there are adequate controls in place including the security of your 

data and other personal information. 

 



DISCLOSURE OF DATA 

 

LEGAL REQUIREMENTS 

Ventura Travel Service may disclose your Personal Data in the good faith belief that such action is 

necessary to: 

• To comply with a legal obligation 

• To protect and defend the rights or property of Ventura Travel Service 

• To prevent or investigate possible wrongdoing in connection with the Service 

• To protect the personal safety of users of the Service or the public 

• To protect against legal liability 

 

SECURITY OF DATA 

 

The security of your data is important to us but remember that no method of transmission over the 

Internet, or method of electronic storage is 100% secure. While we strive to use commercially 

acceptable means to protect your Personal Data, we cannot guarantee its absolute security. 

 

SERVICE PROVIDERS 

 

We may employ third party companies and individuals to facilitate our Service ("Service Providers"), to 

provide the Service on our behalf, to perform Service-related services or to assist us in analyzing how 

our Service is used. 

 

These third parties have access to your Personal Data only to perform these tasks on our behalf and 

are obligated not to disclose or use it for any other purpose. 

 

LINKS TO OTHER SITES 

 

Our Service may contain links to other sites that are not operated by us. If you click on a third-party link, 

you will be directed to that third party's site. We strongly advise you to review the Privacy Policy of every 

site you visit. 

 

We have no control over and assume no responsibility for the content, privacy policies or practices of 

any third-party sites or services. 

 

CHILDREN'S PRIVACY 

 

Our Service does not address anyone under the age of 18 ("Children"). 

 



We do not knowingly collect personally identifiable information from anyone under the age of 18. If you 

are a parent or guardian and you are aware that your Children has provided us with Personal Data, 

please contact us. If we become aware that we have collected Personal Data from children without 

verification of parental consent, we take steps to remove that information from our servers. 

 

CHANGES TO THIS PRIVACY POLICY 

 

We may update our Privacy Policy from time to time. We will notify you of any changes by posting the 

new Privacy Policy on this page. 

 

We will let you know via email and/or a prominent notice on our Service, prior to the change becoming 

effective and update the "effective date" at the top of this Privacy Policy. 

 

You are advised to review this Privacy Policy periodically for any changes. Changes to this Privacy 

Policy are effective when they are posted on this page. 

 

DELETION REQUEST RIGHTS 

You have the right to request that we delete any of your personal information that we collected from 

you and retained, subject to certain exceptions. Once we receive and confirm your verifiable consumer 

request (see Exercising Access, Data Portability, and Deletion Rights), we will delete (and direct our 

service providers to delete) your personal information from our records, unless an exception applies. 

We may deny your deletion request if retaining the information is necessary for us or our service 

provider(s) to: 

• Complete the transaction for which we collected the personal information, provide a good or 

service that you requested, take actions reasonably anticipated within the context of our 

ongoing business relationship with you, or otherwise perform our contract with you. 

• Detect security incidents, protect against malicious, deceptive, fraudulent, or illegal activity, or 

prosecute those responsible for such activities. 

• Debug products to identify and repair errors that impair existing intended functionality. 

• Comply with the California Electronic Communications Privacy Act (Cal. Penal Code § 

1546 seq.). 

• Enable solely internal uses that are reasonably aligned with consumer expectations based on 

your relationship with us. 

• Comply with a legal obligation. 

• Make other internal and lawful uses of that information that are compatible with the context in 

which you provided it. 

 

Exercising Access, Data Portability, and Deletion Rights 

 



To exercise the access, data portability, and deletion rights described above, please submit a verifiable 

consumer request to us by: 

• Emailing us at info@venturatravel.com 

 

 OTHER CALIFORNIA PRIVACY RIGHTS 

 

California's "Shine the Light" law (Civil Code Section § 1798.83) permits users of our website that are 

California residents to request certain information regarding our disclosure of personal information to 

third parties for their direct marketing purposes. To make such a request, please send an email 

to info@venturatravel.com or write to us at 

Ventura Travel Service 

3435 Telegraph Road 

Ventura, CA 93003 

 

CHANGES TO OUR PRIVACY NOTICE 

 

We reserve the right to amend this privacy notice at our discretion and at any time. When we make 

changes to this privacy notice, we will post the updated notice on our website and update the notice's 

effective date. Your continued use of our website following the posting of changes constitutes 

your acceptance of such changes. 

 

PERSONAL INFORMATION SALES 

We will not sell your personal information to any party. If in the future, we anticipate selling your personal 

information to any party, we will provide you with the opt-out and opt-in rights required by the CCPA. 

 

NON-DISCRIMINATION 

 

We will not discriminate against you for exercising any of your CCPA rights. Unless permitted by the 

CCPA, we will not: 

• Deny you goods or services. 

• Charge you different prices or rates for goods or services, including through granting discounts 

or other benefits, or imposing penalties. 

• Provide you a different level or quality of goods or services. 

• Suggest that you may receive a different price or rate for goods or services or a different level 

or quality of goods or services. 

 

CONTACT US 

 

If you have any questions about this Privacy Policy, please contact us: 

• By email: info@venturatravel.com 

mailto:info@venturatravel.com
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• By visiting this page on our website: https://venturatravel.wpengine.com/privacy-policy 

• Website: https://venturatravel.wpengine.com/ 
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